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BEFORE WATCHING

1. **How do you protect your data on the web?**
2. **In your opinion, who gather your data? How do they manage to do it?**

**1/ Match the words with their definition**

|  |  |
| --- | --- |
| **1.** Advertising | **a)** a computer program application used by people to find and look at web  sites on the Internet |
| **2.** Browsers | **b)** provided without a charge or payment |
| **3.** Data | **c)** how a company encourages people to buy their products, services or  ideas. |
| **4.** Free | **d)** to get and keep things of one type |
| **5.** Privacy | **e)** the smell or series of marks left by a person, animal, or thing as it moves  along |
| **6.** Profit | **f)** pieces of information |
| **7.** to collect | **g)** money that is earned in trade or business |
| **8.** To store | **h)** to put or keep things in a special place for use in the future |
| **9.** Trail | **i)** someone's right to keep their personal matters and relationships secret |

PART 1

From the beginning down to 0 min 56

**2/ Fill in the blanks with the words from the previous exercise. Some words can be used many times.**

Every day we use online services that are apparently free. But what is the real price of such freedom? Most of the companies providing **free** online services tend to **collect** and **store the** maximum amount of personal dataoff the users. They use it to conceive various **advertising** business modules or even sell it. Because datais profit. We also leave a **trail** of information as **privacy** configurations in our computers, **browser** and cloud accounts will determine how much personal datawill end up left behind.

PART 2

From 0 min 57 down to 1 min 38

**3/ Circle the right word.**

In fact we are increasingly less free to **(interact / artifact / attract)** online without being **(hollowed / followed / swallowed)**. We must recognize that privacy doesn't concern only those who have something to **(hide / find / ride)**. We all have something we would rather keep **(pirate / pilot / private)**. Imagine health **(insurance / assurance / endurance)** companies using your personal data to determine your annual policy rate, or real estate agencies holding different **(permission / commission / condition)** rates for different customer profiles. They don’t have to know your income figures. Your photos, online browsing trails and **(grand / gland / brand)** preferences tell a lot about who you are.

PART 3

From 1 min 38 down to 2 min 02

**4/ Tick the box when you hear the information in the extract.**

a) People should have the right to decide (**4 answers**)

* what browser to use
* what to share
* what internet provider to choose from
* how their information is used
* when their information is used
* what for

b) Governments have a surveillance tool that is: (**2 answers**)

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Clean | Cheap | Free | Efficient | Shipped | Inefficient |

PART 4

From 2 min 02 down to the end

**5/ Say whether the following statements are True or False.**

a) This phenomenon is happening only in the UK True False

b) Only non democratic countries are concerned by this problem True False

c) Human Right Defenders may be targeted just as well as other criminals True False

d) Newspapers will be able to use inconvenient information True False

**6/ Conversation**

Do you think the Internet is dangerous? Why? Why not?

|  |  |
| --- | --- |
| french | english |
| Internet est vraiment dangereux en particulier pour les enfants. La société fournit du contenu pour adulte ce qui peut être facile pour les enfants d’y accéder. Ce sont des cibles faciles. | The internet is very dangerous, especiaally for children. Society provides adult content on the internet which can be easily accessed by children. They are easy targets. |
| Le danger peut venir des réseaux sociaux, avec l’énorme influence des autres. | Danger can come from social media, with the huge influence of others. |
| Ca peut être dangereux pour votre compte bancaire à cause du phishing/hameçonnage. | It could be dangerous for your bank account, because of phishing. |
| Internet peut être utile pour la formation. | The Internet can be useful for education |
| Ça peut être sûr si on explique pourquoi et comment c’est dangereux. | It can be safe if you explain why and how it is dangerous |
| The power of influencers can be also be dangerous.  The internet can also be dangerous because of viruses. | La puissance des influenceurs peut aussi être dangereuse.  Internet peut être dangereux aussi à cause des virus |
| Elderly are the most vulnerable to scams. It is very important to raise their awareness.  Children are really exposed to cyberbullying. | Les personnes âgées sont celles qui sont le plus vulnérables aux arnaques. Il est très important de les sensibiliser.  Les enfants sont aussi très exposés aux cyber harcèlements, |